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Overview

Workflow Runtime Roles define levels of access for users in their Flowtime environment. There are
several out-of-the-box Workflow Runtime Roles. You cannot modify or delete these roles. You can also
create custom Workflow Runtime Roles.
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Permission Assignment Values

When you create a custom workflow security role, there are several assignment options for each
permission. This applies to Workflow Design Time Roles and Workflow Runtime Roles.

Permission Assignment Values

Option Description
Allow The permission is assigned to the workflow security role.

The permission is restricted to the workflow security role. Cases in which a user or
Deny user group are assigned workflow security roles that conflict, the Deny assignment
overrides Allow and Not set assignments.

Not set The permission is not assigned or restricted to the workflow security role.



